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THIS POLICY APPLIES TO THE TRUST BOARD, THE CENTRAL SERVICES TEAM

AND ALL TRUST SCHOOLS/ACADEMIES

�]EkZI[j !<[<OIZI[j

1dG<jIG +]YQEs �ddg]pIG September 2024

"Irj .IpQIq �<jI September 2025

6IghQ][ 3.0

�ddg]pIG �s Chief Operating Officer




][jI[jh

+]YQEs 1dG<jIh Ã

/j<jIZI[j ]N �[jI[j Ä

Â� �[jg]GkEjQ][ Å

Ã� �INQ[QjQ][ Å

Ä�  IO<Y �g<ZIq]gX Å

Å� .]YIh <[G .Ihd][hQDQYQjQIh Æ

Æ� $DWIEjQpIh È

Ç� +kgd]hI <[G �khjQNQE<jQ][ È

È� $dIg<jQ][ ]N jPI /shjIZ�/IEkgQjs È

É� �<j< +g]jIEjQ][ É

Ê� !][Qj]gQ[O +g]EIGkgIh Ê

ÂÁ� !IGQ< +g]EIGkgIh Ê

ÂÂ� �gI<EPIh ]N jPI 
]GI ]N +g<EjQhI ¥Q[EYkGQ[O �gI<EPIh ]N /IEkgQjs¦ ÂÁ

ÂÃ� �hhIhhZI[j ]N jPI hEPIZI <[G E]GI ]N dg<EjQEI ÂÁ

ÂÄ� 
]ZdY<Q[jh ÂÁ

ÂÅ� 
]GI ]N +g<EjQEI ÂÁ

ÂÆ� �EEIhh ÂÂ

ÂÇ� !][Qj]gQ[O <[G .IpQIq ÂÃ

�ddI[GQr Â �  ]E<YQhIG +g]EIGkgIh ÂÄ

CCTV Policy - Version 3.0 1





/j<jIZI[j ]N �[jI[j

Hope Sentamu Learni





● Protection of Freedoms Act 2012

● School Standards and Framework Act 1998

● Children Act 1989 and 2004

● Equality Act 2010

● Surveillance Camera Code of Practice 2013

● Regulation of Investigatory Powers Act 2000

● The Education (Pupil Information)(England) Regulations 2005 (as amended in 2016)

3.2. This policy has been created with regard to the following statutory and non-statutory guidance:

● DfE (2022) 'Protection of biometric data of children in schools and colleges

● ‘The Surveillance Camera Code of Practice’ - Home Office (2021)

● ‘Guide to the UK General Data Protection Regulation (UK GDPR) ICO 2021

● ‘In the picture: A data protection code of practice for surveillance cameras and personal

information’ ICO (2017)

● ICO (2022) ‘Video Surveillance’

3.3. This policy operates in conjunction with the following Trust policies:

● Photography and Videos in Schools Policy

● E-Safety and Acceptable Use Policy - Pupils

● E-Safety and Acceptable Use Policy - Staff and Authorised Users

● Freedom of Information Policy

● Data Protection (UK GDPR) Policy
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4.1. 0gkhj �]<gG

The Trust Board is ultimately responsible for the systems and ensuring compliance with each

school/academy.

4.2. �<j< +g]jIEjQ][ $NNQEIg ¥�+$¦

The role of the Data Protection Officer (DPO) includes:

● Dealing with Freedom of Information requests and Subject Access Requests (SARs) in line with

legislation, including the Freedom of Information Act 2000.
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● Informin



● Ensuring that the processing of biometric data is done so in line with the Trust’s Protection of

Biometric Data Policy.

Æ� $DWIEjQpIh
5.1. To protect the school/academy building and their assets. The systems function is to:

● Maintain a safe environment

● Ensure the welfare of pupils, staff and visitors

● Deter criminal acts against persons and property

● Assist the Police in identifying persons who have committed an offence
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10.5. The Police may require the school/academy to retain the stored media for possible use as evidence in

the future. Such media will be correctly indexed and securely stored until they are needed by the

Police.

10.6. Applications received from outside bodies (e.g. solicitors) to view or release media will be referred to

the Headteacher/Principal.
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11.1. Any breach of the Code of Practice by school/academy staff will be investigated by
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14.6. The



15.2. Individuals have the right to have their personal data erased if:

● The data is no longer necessary for the original purpose it was collected for.

● The data processor relies on legitimate interests as a basis for processing, the data subject

objects to the processing of their data, and there is no overriding legitimate interest to continue

the processing.

● The data has been processed unlawfully.

● There is a specific legal obligation.

15.3. There are certain exceptions where the right to erasure cannot be exercised, these include, but are not

limited to:

● Where the processing is needed for the performance of a task in the public interest or an official

authority.

● Certain research activities.

● Compliance with a specific legal requirement.

15.4. All media captured by CCTV imaging belongs to, and remains the property of the school/academy.

15.5. The school/academy will verify the identity of any person(s) making a Subject Access Request (SAR)

before any information is supplied. Please refer to the Trust’s Subject Access Request Policy and

Procedures for further details.

15.6. Requests by persons outside the school/academy for viewing or copying disks, or obtaining digital

recordings, will be assessed by the Headteacher/Principal, who will consult the DPO, on a case-by-case

basis � is
iRe c rd

rgut rhaO捈ert
titi

a

reS rd ihenymation

in
tima tn.

5.3. qu

i�
�

gindtiyu
Tns r/Re

anB㠀 s
re& ,

Re
can nd

rir
iing਀ euA dingsby

thJ k fy

wiԀs
rel

imbƗ䆂 att
਀ 5. i�e i

to
cs
re� -br

he
ce

rt
ceca

Tru䤀tby

anv pas,wec oU earch
eco

erxtt

caiᅇ商 rYP
reu nsg

ins
thB頀 e

itnd㤀tye਀ eucss䘀rementeR
vi

cg
rè idted

5.3. quese
re�nv✀ dingsby

ing਀ eu#eeegu( r

d㘀
co�ass㠔

n

tobe

aP( remenig熂Ԁd
5. i�g਀ eu ke� se,Po�昀 exà ofic
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/EP]]Y "<ZI� Manor Church of England Academy
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Inline with policy approval

September 2024
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In conjunction with the Trust wide CCTV Policy, localised procedures have been established to ensure that




